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Wireless Internet Access at Carpenter-Carse Library 

If you have a newer laptop, smartphone, or tablet, it may automatically find our wireless networks. If 
you need to change your device's settings in order to use Wi-Fi, be sure it is set up as follows: 

 Network name or SSID: CCL Wireless or CCL Guest 

 Wireless Mode or Network Type: Access Point or Infrastructure (not "Ad Hoc") 

 Network TCP/IP properties: DHCP (obtains an IP address automatically) 

 WEP or WPA Encryption: Off 

Once your device is configured correctly, open a web browser, read the welcome message (which is 
the Access Agreement copied below), check the consent option at the bottom of the message page, 
and you are ready to surf. 

Use of our Wi-Fi implies that you have read, understand, and will comply with the Access 
Agreement below. 

Public Wi-Fi Internet Access Agreement 

This library wireless access point is your gateway to the global resources of the Internet. Not all 

resources are accurate, complete, current, legal or philosophically acceptable to all people. Some 

information may be offensive, controversial, illegal, erroneous, etc. It is up to you to select or reject the 

information based on good judgment and discretion. Carpenter-Carse Library does not monitor or control 

the content of the Internet, which changes rapidly and unpredictably. Parents and guardians of minor 

children are responsible for their children’s use of the Internet, just as they are with printed or visual 

materials. 

PLEASE NOTE: WIRELESS ACCESS WILL TURN OFF FOR A BRIEF PERIOD AT LIBRARY 

CLOSING TIME. 

VIOLATIONS OF THE USAGE RULES LISTED BELOW WILL RESULT IN SUSPENSION OR LOSS 

OF LIBRARY PRIVILEGES. ILLEGAL ACTIVITY WHILE USING THIS COMPUTER IS SUBJECT TO 

PROSECUTION BY THE APPROPRIATE AUTHORITIES. 

Unacceptable Use:  

Library wireless services may only be used for legal purposes in accordance with the ethical standards 

of the library. Examples of unacceptable use include, but are not limited to the following:  

1. Violating federal, state, or local laws including copyright laws.  

 

2. Interfering with or disrupting other computer users, services, or equipment.  

 

3. Attempting to gain or gaining unauthorized entry to other computing, information, or 

communications sources or devices (hacking).  

 

4. Malicious, threatening, harassing, or obscene behavior or language.  

 

5. Obscene behavior including public display of obscene materials on computer screens or in hard 

copy.  

 

6. Misrepresenting oneself or the library.  
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7. Causing congestion and disruption of networks and systems.  

 

8. Unsolicited advertising.  

 

9. Accessing, uploading, downloading, transmitting or distributing pornographic, obscene, or 

sexually explicit language or material.  

 

Cautions:   

1. Guard closely the security of personal information, credit card numbers, computer accounts, 

passwords, and other types of authorizations when using the Internet.  

 

2. Take steps to protect your device from viruses and other destructive programs when 

downloading data.  

 

3. Electronic files should not be considered confidential. When required by law, the library must 

disclose all files and data to appropriate authorities.   

 

4. The library is not liable for any direct or indirect and/or punitive damages (including lost data 

or information) sustained or incurred in connection with the use or unavailability of the 

system. 


